How to enable emails when using McAfee Virus Protection.

Due to updates in McAfee antivirus software some practices may experience problems when
submitting returns, this is caused by the enhanced security settings preventing any un-authorised
programs for sending emails. To resolve this Escro must be added to the McAfee’s list of allowed
programs, please follow the instructions below to resolve this.
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Prevent intrusions by restricting access to specified ports, files, folders, and shares. This can be critical both before and during outbreals.
“You can block access to ports and port ranges, lock. down shares, files, and directories to read-only, block the execution of a specific
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Once opened, the editing window should resemble the one below on the left.
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Emails should now be enabled whilst your computer is running McAfee virus protection.

If you require any further assistance, please contact the EScro helpdesk on (01463) 667315.



